Intel Corporate Research Council

![](data:image/jpeg;base64,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)

**Intel Corporate Research Council/ University Research Office (URO)**

**GRANT PROPOSAL COVERSHEET & PRIVACY POLICY NOTICE**

Intel is committed to respecting your privacy. The information you provide will be used and retained for processing and funding your grant/gift, for Intel’s audit purposes, and for grant-related correspondence. For more information regarding Intel’s personal information handling practices, please visit [www.Intel.com/Privacy.](http://www.intel.com/Privacy)

**(For grants other than conference sponsorships)** Check here to certify that you are not engaged in prior agreements (e.g. government contracts) that constraint your ability to negotiate mutually agreeable intellectual property terms for this grant

![](data:image/jpeg;base64,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)

**(For grants other than conference sponsorships)** Check here to notify us that you are engaged in prior agreements (e.g. government contracts) that constrain your ability to negotiate mutually agreeable intellectual property terms for this grant

![](data:image/jpeg;base64,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)

Check here to opt in for occasional URO updates - announcements or newsletters

![](data:image/jpeg;base64,/9j/4AAQSkZJRgABAQAAAQABAAD/2wBDAAgGBgcGBQgHBwcJCQgKDBQNDAsLDBkSEw8UHRofHh0aHBwgJC4nICIsIxwcKDcpLDAxNDQ0Hyc5PTgyPC4zNDL/2wBDAQkJCQwLDBgNDRgyIRwhMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjL/wAARCAApACMDASIAAhEBAxEB/8QAHwAAAQUBAQEBAQEAAAAAAAAAAAECAwQFBgcICQoL/8QAtRAAAgEDAwIEAwUFBAQAAAF9AQIDAAQRBRIhMUEGE1FhByJxFDKBkaEII0KxwRVS0fAkM2JyggkKFhcYGRolJicoKSo0NTY3ODk6Q0RFRkdISUpTVFVWV1hZWmNkZWZnaGlqc3R1dnd4eXqDhIWGh4iJipKTlJWWl5iZmqKjpKWmp6ipqrKztLW2t7i5usLDxMXGx8jJytLT1NXW19jZ2uHi4+Tl5ufo6erx8vP09fb3+Pn6/8QAHwEAAwEBAQEBAQEBAQAAAAAAAAECAwQFBgcICQoL/8QAtREAAgECBAQDBAcFBAQAAQJ3AAECAxEEBSExBhJBUQdhcRMiMoEIFEKRobHBCSMzUvAVYnLRChYkNOEl8RcYGRomJygpKjU2Nzg5OkNERUZHSElKU1RVVldYWVpjZGVmZ2hpanN0dXZ3eHl6goOEhYaHiImKkpOUlZaXmJmaoqOkpaanqKmqsrO0tba3uLm6wsPExcbHyMnK0tPU1dbX2Nna4uPk5ebn6Onq8vP09fb3+Pn6/9oADAMBAAIRAxEAPwDuLz4j+FdP1q50m91RLe5tgPMMikLk/wAIPrSf8LM8F/8AQw2f5n/CsqxsbS4+MevrNawSD+zrdsPGDySeee9dn/Y2l/8AQNs/+/C/4V+RVqeCpcqcZXcYvePVX6o705Mwf+FmeC/+hhs/zP8AhUNz8U/BltbSTf25BLsGfLiBZm+gxXSf2Npf/QNs/wDvwv8AhXL/ABG0vT4fh5rkkVjao62xKssKgjkd8UsPHA1a0KfLPVpbx6tLsD5krnV6bqNrq2nW9/ZSCS2uEDxuO4NFQ6Eix+H9OVFCqLaPAUYH3RRXnVUlOSjtd/mWtjl9L/5LLr//AGDLf+ZruK4fS/8Aksuv/wDYMt/5mu4rrx/xw/wQ/ImHUK5X4lf8k413/r2P8xXVVyvxK/5Jxrv/AF7H+YqMB/vdL/FH80OXws3NF/5AOnf9e0f/AKCKKNF/5AOnf9e0f/oIorCr/El6v82NbGNY6HewfEXVdbcJ9jubKGGMhvm3KTnIrp6KKdWtKq05dEl8logSsFYXjPSrnXPB2qaZZhDc3MJSMO2BnI6mt2ilSqOlUjUjumn92oNXVirpsD2ul2lvJjzIoURsHjIUA0VaoqJNybb6gf/Z)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  | **Proposal Title:** | | |
|  | | | | |
| **University Name / Receiving Organization** | |  | **Department/Discipline** | |
|  |  |  |  |  |
| **Representative Authorized**  **To Conduct Grant Administration** | | | **Principal Investigator Information** | |
| **Contact Name** |  |  | **PI Name** |  |
|  |  |  |  |  |
| **Mailing**  **Address** |  | | **Mailing Address** |  |
| **Phone #** |  |  | **Phone #** |  |
| **Fax #** |  |  | **Fax #** |  |
| **E-Mail**  **Address** |  | | **E-Mail Address** |  |
|  |  |  | **Project /PI URL** |  |
|  |  | **Co-Investigator/Students** |  |
| **Amount of**  **Cash**  **Requested** |  | |  |  |
| **Additional** |  |  |  |  |
| **Comments:** |  |  |  |  |
|  |  |  |  |  |

1. **Technical Proposal**
   1. **Introduction and Motivation**

Many modern cryptosystems are vulnerable to side-channel attacks even after the recent advancement of cryptographic algorithms. These attacks compromise the secret key by the information gained through the physical implementation of the cryptosystem. One category of such attack includes Micro-architectural side-channel-attacks which can retrieve the secret key by observing micro-architectural functionalities of the processor implementation, like cache accesses, branch instructions, etc. [2, 3]. Modern microprocessors contain a set of special purpose registers to measure hardware related activities known as hardware performance counters, which leak valuable information regarding the encryption algorithm [1]. Some attacks [4] analyze these performance counters for compromising the security of the system.

There are many state-of-the-art countermeasures to prevent the side-channel attacks, but with the cost of an extra overhead of implementation. Implementation of these countermeasures are not feasible in resource constraint environment like IoT devices, Smart-phones etc. There has been some work [5, 6] to prevent these types of attacks by observing the performance counters of the adversary program, which it leaves behind while executing on the system. One possible way to detect and prevent these attacks is to analyze the hardware footprints of the system in real time using data analytics techniques and classify the state of the system as safe or unsafe. A safe state is when there is no existence of any side-channel-attack, and the unsafe state signifies the execution of any adversary program in the background. Most of these techniques state about preventing the cached-based side-channel attacks using some machine learning methods without generalizing the detection method. Moreover, some advanced techniques like drammer [7] exploit the row hammer hardware vulnerabilities on Android and iOS systems to take full control over the system. This is also a motivation to implement a detection method with negligible implementation overhead such that it can be used in any device with resource constraint.

Apart from side-channel-attacks there are some advanced malwares like FireEye which disrupts the normal flow of a system and gain authorized access and there are also malwares like ransomware, which encrypts victim’s data until a ransom is paid. We believe these kind of malwares also leave behind their executing footprints on the hardware events. This is also a motivation to implement a detection technique which will detect and prevent these types of attacks.

We already started working on a generalized detection approach for micro-architectural side-channel attacks by utilizing the hardware performance counters on both Intel and AMD based platforms [8]. Our objective is to learn a classifier with the behaviors of different anomalies (both attack process and non-attack process with similar micro-architectural behavior) in the target system. The classifier produces a warning to the user about the existence of a possible side-channel attack. We deal with the false positives by correlating the micro-architectural event trace of the abnormal process with the secret key of encryption. Process having a high correlation value is termed as a side-channel attack.

* 1. **Research Plan**

There may be *“intelligent”* adversaries which perform some random operations in between their work-flow to confuse the detection mechanism. Even the works presented in [2, 5] reported the inability to detect these attacks with their detection scheme, i.e., there is chance of false negatives considering these types of attacks.

The execution of an “intelligent” adversary consists of attack part added with some random noise part. These adversaries need to execute some particular portion of their code (i.e., the portion responsible for retrieving the secret key) every time to retrieve the secret key successfully. The hardware trace for this part remains same every time of their execution. In the presence of ’forcefully incorporated random code,’ the hardware trace of the actual attack portion will not be affected, rather will be shifted by some interval in the time domain. The Fig.1 gives a basic sketch of this idea for a simulated example.

Fig. 1: Work-flow of an “intelligent” adversary

Each square in Fig. 1 represents the execution trace of the adversary for one complete iteration of an encryption algorithm. Typical adversary program accesses the encryption process multiple times in continuation to guess the correct secret key. We have handled these types in our current work. However, an “intelligent” adversary will try to fool the detection scheme by introducing some random operations in between each iteration. These random operations will leave their effects on hardware performance counters, but will not hamper the actual attack portion, as this is necessary for the attacker to mount a successful attack.

We believe all the attack processes have these types of ‘special’ portions in their execution. If we can learn these parts of their executions, then we will be able to detect these attacks even without correlating the traces with the secret key, which is much harder in the presence of system noise.

The execution trace of any hardware event for any adversary process follows a particular temporal pattern as the adversary needs to access the encryption algorithm multiple times to get any information about the secret key as shown in the above figure. These temporal patterns could be learned using Long Short- Term Memory (LSTM) Recurrent Neural Networks [3, 4].

Use of LSTM Networks

LSTMs are special kinds of RNNs capable of learning long-term dependencies in a sequence. The advantage of LSTMs are that they are very generic and does not require any feature engineering beforehand, i.e., we need to select any important feature for the decision. We know, the hardware trace of an adversary process is a temporal sequence of different hardware events and to become successful the adversary needs to execute the ‘attack’ portion of the code. Thus, in the presence of a random noise for a random interval of time there exist a dependency in the sequence of values of the hardware events for the adversary process to become a successful attack. This, we believe, is a perfect scenario for the application of an LSTM networks.

* 1. **Demonstration and experimentation plan**

We may approach this problem in the following ways:

1. We don’t have access to the “intelligent” attack codes, but we do have access to most of the typical micro-architectural attack codes. We can incorporate random operations in between them and see whether they are retrieving the correct secret keys or not. If they become successful in recovering the secret key, we can use them as our test cases.

2. Once the test cases are formed, we can use our current detection mechanism and see whether they are detected or not. (I believe they will not be detected with high amount of random operations in the presence of system noise, but I need to check).

3. If we can detect these modified attack codes with the current approach, we can add more randomness without hampering its successful retrieval of keys. Otherwise, we can generate the hardware traces of these attack processes and learn an LSTM network with them.

4. Since we are modifying the attack codes by ourselves, we know which por- tion of the code is actual attack code and which are random noise. This information will help the LSTM network to learn the behavior accurately.

There are two forms of noise: one coming from other system programs, and another coming from introduction of different “intelligent codes”, in the attack code itself. We can generate multiple instances of attack traces incorporating a combination of these types of attacks. For example, for intelligent codes, we can add random sleeps, or random memory reads of large chunks so that they affect cache, etc. similarly we can run different background programs, e.g. browsers, video encoders, compression algorithms, data processing tools, etc to generate different system noises. Our task is to classify all these noisy attack traces as positive, when compared to non-attack traces. We can take some of these noisy attack traces as training data and the rest as test data, and try to classify using LSTM, vs the existing methods.

Cache Miss trace of AES encryption for a particular secret key. Cache Miss trace of conventional cache-timing attack on AES Cache Miss trace of modified intelligent attack on AES

Fig. 2: Temporal Sequences of different scenarios in the absence of background noise.

Cache Miss trace of AES encryption for a particular secret key. Cache Miss trace of conventional cache-timing attack on AES Cache Miss trace of modified intelligent attack on AES

Fig. 3: Temporal Sequences of different scenarios in the presence of background noise.

1. **Organizational Remarks**
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* 1. **Cost volume**
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